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INFORMATION SYSTEMS SECURITY GROUP

SUMMARY REPORT - NOVEMBER 1975

1. A member of the Information Systems Security Group
attended a meeting of the Computer Security Subcommittee
Working Group to review the United States Intelligence Board
draft paper "Intelligence Community Policy for the Security
of Computer Operations'".

2. Members of the Staff of the Deputy Director for
Administration were briefed on the Top Secret Control Auto-
mated Data System (TSCADS).

3. On 14 November a notice was sent to all area Security
Officers and staffs advising them that an inventory of
computer equipment processing Agency data should be completed
by 12 December 1975 and the results forwarded to Information

Systems Security Group. This inventory is being accomplished

in accordance with N vith the precise purpose of STATINTL
determining the magnitude of security problems associated

with Automatic Data Processing. STATINTL

4., A resurvey in_of those computer terminals
which failed to meet security requlrements was accomplished
during November. This resurvey disclosed that all problem
areas previously noted were making efforts to rectify the
separation requirements.

5. A member of the Information Systems Security Group
attended the Second Annual Computer Security Institute
Conference and Workshop of the Computer Security Institute
in New York City on 17-19 November 1975.

Statistics
Cases pending 1 November 1975 44
Cases opened during November 68
Cases closed during November 73
Cases pending 1 December 1975 39
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